
For ALL new opportunities with the Government, including modifications to existing awards, a 
NIST score is REQUIRED. 

The attached guides are provided to assist in obtaining access to the systems and to upload 
your self-assessment NIST score. 

In accordance with DoDI 5200.48, EO 13566, and Part 2002 of the Title 32 CFR 2002 
Recipients and Subrecipients (Sub-Recips) are required to provide adequate security on all 
covered Recipient/Sub-Recip information systems, are required to implement NIST SP 800-171, 
and are required to have at least a Basic NIST SP 800-171 DoD Assessment that is current (i.e., 
not more than 3 years old unless a lesser time is specified in the solicitation). 

SPRS provides storage and access to the NIST SP 800-171 assessment scoring information. To 
access the NIST SP 800-171 Assessments module, users must be registered in the 
Procurement Integrated Enterprise Environment (PIEE) https://piee.eb.mil/ and be approved for 
access to SPRS. 

The NIST SP 800-171 DoD Assessment Methodology is located at: 
https://www.acq.osd.mil/asda/dpc/cp/cyber/safeguarding.html#nistSP800171. 

Please direct any questions related to this requirement to Paige.E.Poorman@usace.army.mil 
and Cheryl.R.Vendemia@usace.army.mil.   
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